Liste des vulnérabilités :

1- Ne pas mettre à jour ses mots de passe :

* Les écrire sur des documents
* Les sauvegarder sur un navigateur
* Ne pas utiliser de caractères spéciaux
* Ne pas les changer régulièrement

2- Ne pas mettre à jour les logiciels :

-> risques de failles de sécurité.

3- Ne pas effectuer de sauvegardes :

-> s’exposer à une perte des données en cas d’attaque.

4- Utiliser un WIFI public (non sécurisé) :

-> Ne pas privilégier la technologie WPA2-PSK est un risque pour ma sécurité.

5- Effectuer des téléchargements sur des sites non sécurisés :

-> Enregistrer des programmes sur son ordinateur, qui peuvent contenir des virus ou des chevaux de Troie.